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Introduction

Two major pa

getting plenty of buzz because it is all about smartphones and mobile marketing.  The other, the smartcard 

standard EMV for secure payments, may be less wel

elsewhere around the world.  

As these two approaches come forward at the same time, they have caused considerable concern and confusion 

among merchants and issuers.  Facing a market

security

confronted by critical choices regarding their payment acceptance systems.  Merchants operat

of existing payment infrastructure and have committed massive investments into that infrastructure.  

The twin technologies of EMV and NFC are especially important to large merchants as they plan for new products 

and payment acceptance 

regions and expect a consistent consumer experience.  The payment step in the transaction cycle is a critical 

element of that overall experience.  Of course, layered into t

security and PCI compliance.

EMV alone is a significant upgrade to the U.S. payments system.  To accommodate EMV, every POS terminal and 

every ATM’s card acceptance sub

opportunity for retailers to upgrade POS terminals and ATMs to support both EMV and contactless payment and 

other transactions from both cards and NFC

and it mus

may further ease message decryption and other concerns.

This Payments Trends update answers key questions around EMV’s arrival in the U.S., why merc

and suggests the next steps for a merchant to consider.

What is EMV?

EMV is a payment security approach based on smartcard technology that adds dynamic data to the transaction 

stream that, unlike standard static magstripe card data, rend

important, because every card contains its own microprocessor chip (that’s why it is called a smartcard), EMV 

cards are impossible to counterfeit economically.
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While improvements to magstripe security exist, EMV is the technology that the payment card brands have chosen 

to stop card counterfeiting. The organization responsible for development of EMV standards is EMVCo, a 

consortium owned by MasterCard, Visa, AMEX

completion of its EMV roll

An EMV card is exactly the same size and thickness as a standard magstripe card (see Exhibit 1).  An EMV card is 

not swiped like

contact.  When inserted, the contact connects the card to the terminal and the two devices can communicate.

course, almost all EMV cards also have a magstripe for use at terminals that haven’t been upgraded to EMV.  

Exhibit 1: Contact EMV Card

 

 

 

Source: Mercator Advisory Group, 2011

EMV also supports contactless payments.  A card capable of both contact an

dual interface card.  A dual interface card can be either tapped at the POS terminal or inserted into the EMV card 

reader.  In Canada, nearly 100% of MasterCard

the same one that smartphones equipped with NFC chips use so a POS terminal that supports both contact and 

contactless EMV is ready to accept mobile payments from smartphones.  

EMV cards can be deployed for online and offline authorization.   

our magstripe authorization process today where the transaction is verified immediately via an online connection 

to the card issuer.  Offline authorization is authorization between the card and the acceptance

online authorization.  Offline authorization is called chip and PIN.  The PIN unlocks the card.  In many markets, a 

PIN is used for credit transactions as well.  The choice of whether to use offline authorization generally runs on a 

nation

cardholder may or may not need to enter a PIN.  

Given that virtually 100% of U.S. transactions are authorized online, the need for offline authori

as chip and PIN, is negligible for domestic transactions. In the U.S. we expect the vast majority of credit cards 

issued to be “chip and signature” cards that will not require a PIN.  Online authorization will be used as it is today 

with

the greater need by issuers to manage the cost of debit processing, we expect debit cards to employ EMV online 

PIN verification, just as we do today
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reader.  In Canada, nearly 100% of MasterCard
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contactless EMV is ready to accept mobile payments from smartphones.  

EMV cards can be deployed for online and offline authorization.   

our magstripe authorization process today where the transaction is verified immediately via an online connection 

to the card issuer.  Offline authorization is authorization between the card and the acceptance

online authorization.  Offline authorization is called chip and PIN.  The PIN unlocks the card.  In many markets, a 

PIN is used for credit transactions as well.  The choice of whether to use offline authorization generally runs on a 

national basis.  Depending 

cardholder may or may not need to enter a PIN.  

Given that virtually 100% of U.S. transactions are authorized online, the need for offline authori

as chip and PIN, is negligible for domestic transactions. In the U.S. we expect the vast majority of credit cards 

issued to be “chip and signature” cards that will not require a PIN.  Online authorization will be used as it is today 

with the chief EMV benefit being the elimination of counterfeit cards.  As a result of the Durbin amendment and 

the greater need by issuers to manage the cost of debit processing, we expect debit cards to employ EMV online 

PIN verification, just as we do today
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While improvements to magstripe security exist, EMV is the technology that the payment card brands have chosen 
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based on dynamic data. To date, none of its major competitors have made similarly wide
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Visa’s pushing for a comparatively swift EMV rollout in the United States with that 
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What is MasterCard Doing?  To date, the second largest card network is encouraging the EMV transition only on its 

ATM business.  It is
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Merchant Recommendations

To prepare for EMV 

recommendations: 

� If you're refreshing your terminal estate, buy EMV capable terminals. Spend the 

you’re ready to take “chip and PIN” payments. 

� If mobile commerce and payments are on your mind, and they should be. Purchase terminals that support 

contact 

directly, not via an add

capability if you plan to get more than two years (and you do) out of your POS terminals. This positions 

you for both today’

� If you haven’t already, consider PIN debit acceptance.  Because EMV does support PIN, nearly 100% of 

EMV terminals include PIN pads. So put those pads, and the lower cost of debi

� Drive a hard bargain.  There is going to be heavy competition for the POS upgrade business.  
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transactions.  The ability to skim cards goes away.
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As NFC-equipped smartphones roll out in 2012 and beyond, the EMV shift can be used to increase payment 

security for mobile payments using NFC.
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With both of these payment technologies arrivi

and take advantage of the security and marketing advantages each offers.

 

EMV Essentials for the U.S. Merchant 
Research Brief Sponsored by 

8 Clock Tower Place, Suite 420 | Maynard, MA 01754

mail: info@mercatoradvisorygroup.com

www.mercatoradvisorygroup.com 

Merchant Recommendations
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Drive a hard bargain.  There is going to be heavy competition for the POS upgrade business.  

Platform for the Future

EMV does a lot to improve the counterfeit card problem at the point of sale.

data, it will decrease, in the long run, card

The ability to skim cards goes away.

more difficult, card not present fraud wi

equipped smartphones roll out in 2012 and beyond, the EMV shift can be used to increase payment 

security for mobile payments using NFC.
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more difficult, card not present fraud will increase as fraud migrates to the less secure channel.
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contactless EMV.  Look for terminals where the contactless capability is b

on card or external device.  That will keep the cost lower. Buy contactless payment 

capability if you plan to get more than two years (and you do) out of your POS terminals. This positions 

s contactless card payments and for the coming era of NFC

If you haven’t already, consider PIN debit acceptance.  Because EMV does support PIN, nearly 100% of 

EMV terminals include PIN pads. So put those pads, and the lower cost of debi

Drive a hard bargain.  There is going to be heavy competition for the POS upgrade business.  

EMV does a lot to improve the counterfeit card problem at the point of sale.  By reducing the availability of stati

commerce and mobile commerce 

In the short to medium term, as card present fraud becomes 

ll increase as fraud migrates to the less secure channel.

equipped smartphones roll out in 2012 and beyond, the EMV shift can be used to increase payment 
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uilt into the terminal 

on card or external device.  That will keep the cost lower. Buy contactless payment 

ructure needed for 
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